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This Privacy Notice template can be used by all Early Years and Childcare providers to inform employees how information about them is recorded, used and stored in your setting.


A Privacy Notice template for children, young people and parents/guardians is also available and details how information is recorded, used and stored.

Important notice
As every business is different this template is intended as guidance only and should be adapted to reflect your own business practices and processes.

This privacy notice is made available on an ‘as is’ basis. Dinky Ones Early Years Consultancy cannot take responsibility for the consequences of errors or omissions. Any reliance you place on this document will be at your own risk.






For further support with this, or any other aspect of your business management please email us at hello@dinkyones.com or call 07476 803239




Privacy Notice - How we use employee information
[Note – for the purpose of this notice the term employee includes students, volunteers, committee members and boards of directors]

The Data Protection Officers/Leads with responsibility for monitoring this privacy notice is Charlotte Norman and Eve Hawksworth

Why do we collect and use employee information?
Mumbles Day Nursey processes personal data relating to those we employ to work as, or are otherwise engaged to work as, part of our workforce in accordance with the General Data Protection Regulations 2018 

We use this data:
· In the course of managing your employment with us
· to assist in the running of the setting 
· to enable individuals to be paid
· to inform the development of our recruitment and retention policies
· to allow better financial modelling and planning

Mumbles Day Nursery collects, holds and shares the following employee information.
These include:
· Personal details – including your name, address, email address, telephone number and other contact information that allows us to meet our organisational and statutory obligations as your employer 
· Characteristics such as ethnicity, language and nationality.
· Details of family members and next of kin details
· Contractual matters – including attendance, records of absence, suitability screening information, qualifications, right to work documentation, wage records, records of disputes and any resulting disciplinary action.
· Health and well-being – including discussions about every day matters, the health and well-being of the employee, records of accidents and incidents, minutes of supervision meetings, annual appraisals.


Collecting information
Whilst the majority of  information you provide to us is mandatory, some of it is provided to us on a voluntary basis. We will inform you whether you are required to provide certain information to us or if you have a choice in this. 

We may use your personal data in the following ways: 
· to ensure that the information we hold about you is kept up-to-date; 
· to deal with any Employee/employers related disputes that may arise; 
· for assessment and analysis purposes to help improve the operation of, and manage the performance of, our business; 
· to prevent, detect and prosecute fraud and other crime; 
· for any other purpose for which you give us your consent to use Personal Data; 
· to comply with legal obligations e.g. HMRC, pensions, S29 requests. 


Storing data
· We ensure that access to employee files is restricted to those authorised to see them such as, the managers, deputy, and directors 
· These confidential records are stored in the locked filing cabinet located upstairs.
· We retain personnel records for 3 years from the date of termination of the employment in line with HMRC requirements


Sharing information
The information that you provide to us, whether mandatory or voluntary, will be regarded as confidential. We do not share your information with anyone without consent unless the law and our policies allow us to do so.

We may share your personal data:
· With professional advisors or third party contractors who provide services to us
· Where we are under a legal obligation to do so, for example where we are required to share information under statute, to prevent fraud and other criminal offences or because of a court order.
· Where a person, or a person with whom they live, becomes disqualified from working with children and young people
· To prevent significant harm arising to children, young people or adults, including the prevention, detection and prosecution of serious crime.


Requesting access to your personal data
Under data protection legislation, you have the right to request access to information that we hold about you.

To make a request for your personal information contact [Name of person with responsibility/Data Protection Officer] in writing.

You also have the right to:
· object to processing of personal data that is likely to cause, or is causing, damage or distress
· withdraw consent where this has been given
· prevent processing for the purpose of direct marketing
· object to decisions being taken by automated means
· in certain circumstances, have inaccurate personal data rectified, blocked, erased or destroyed; and
· claim compensation for damages caused by a breach of the Data Protection regulations 
Please let us know if the Personal Data that we hold about you needs to be updated
If you would like to discuss anything in this privacy notice, please contact [insert name]

If you have a concern about the way we are collecting or using your personal data, you should raise your concern with us in the first instance or directly to the Information Commissioner’s Office at https://ico.org.uk/concerns/

I have read and signed the above documentation to confirm I understand all the above information.
[bookmark: _GoBack]Staff Name:					Staff Signature:				Date:
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